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Introduction
The threat of international terrorism, combined with the already existing problems of illegal immigration, and the trafficking in drugs, arms, stolen goods, and human beings, has placed a new emphasis on controlling and securing national borders.  The archaic policy of “closed borders” is no longer viable.  With the world shrinking and  international flow of goods and people burgeoning, it is increasingly  necessary to monitor national borders without hindering global trade, legal migration and tourism.

Technology plays a vitally important role in assisting law enforcement, customs, and immigration control staff as they monitor national borders to identity and intercept terrorists, biological, chemical and nuclear weapon materials, illicit drugs and undocumented migrants. At the same time, the same or similar technologies also facilitate movement of goods and travelers from one country to another.  

In the United States general information is readily available about technology.  For example, the U.S. Immigration and Naturalization Service uses an increasing array of remote sensors, video cameras and surveillance technologies to stop clandestine crossings of illegal migrants.  The INS is also developing a database linked to a hand geometry recognition system to expedite frequent business travelers.  Similarly, U.S. Customs Service is developing an automated system to track, control and process commercial goods imported into the U.S.  There is discussion of a public-private partnership for businesses to use their logistics systems and provide customs and immigration authorities point-of-origin and supply chain information to differentiate low risk from high risk cargos.

Recently President Bush announced his initiative to create the “Smart Border of the Future.”  It is particularly interesting to note his emphasis on cooperation among nations and sharing of information.  According to a White House statement from January, 2002: “The border of the future must integrate actions abroad to screen goods and people prior to their arrival in sovereign U.S. territory, and inspections at the border and measures within the United States to ensure compliance with entry and import permits.  Federal border control agencies must have seamless information-sharing systems that allow for coordinated communication among themselves, and also the broader law enforcement and intelligence gathering communities.  This integrated system would provide timely enforcement of laws and regulations.  Agreements with our neighbors, major trading partners, and private industry will allow extensive pre-screening of low-risk traffic, thereby allowing limited assets to focus attention on high-risk traffic.  The use of advanced technology to track the movement of cargo and the entry and exit of individuals is essential to the task of managing the movement of hundreds of millions of individuals, conveyances, and vehicles.”

The Problem 
Unfortunately, this seamless sharing of information is not yet a reality.  Information about border security in other countries, outside and sometimes inside law enforcement circles, is guarded.  As a result, in order to learn about the border technologies which other countries use – whether it be at airports, bus and train stations, ports or land borders – requires a concerted effort.  Once available, knowledge about current technologies can help assess which technologies are effective and what technological advancements still need to be achieved.

The objective of this report is to explore the body of information currently available about border technologies, to identify the technologies that are used at border entry points of other countries, and, if possible, to determine the effectiveness of these technologies as they are used independently or as part of a border security system.

This not a simple objective to achieve.  There are a variety of issues which compound the search for data about border technologies and how they are used.  The need for national security, a lack of specific information, and language are just a few of the problems which impede identifying border technologies and their effectiveness.

Definition of Terms
This study surveys the use of technology in two related but not inclusive areas.  Points of entry are designated areas through which passengers and freight must pass when entering or leaving a national jurisdiction.  Examples of a point of entry are: airports, seaports, land border road and rail crossings. A point of entry need not be located on the border of a given country: for example, an airport with international traffic may be located hundreds of miles from the actual land or sea border of a country.

Borders are in theory the agreed-upon and demarcated line between one country and another.  Often geographical features such as rivers or mountain ranges serve as borders between countries.  The seacoast and territorial waters of a country are also considered to be a national border.  Often, however, both land and sea borders may be disputed by neighboring countries, creating a national security issue that adds an additional dimension to controlling national borders and the technology used to do so.

Survey Design
The survey was designed to collect the different technologies needed for point of entry and border security.  Technology needs at points of entry are based on surveillance and inspection of individuals, motor vehicles, and cargo containers on railroads, ships, or trucks.  Identification and inspection of persons and freight for those entering and leaving a country require technologies for contraband detection (x ray, chemical, and metal detection technologies), biometric technologies (fingerprint scanners, hand geometry scanners, iris and facial scanners) to confirm identity–and to detect wanted criminals, and record-checking technologies to record passport and travel information and to detect document forgeries.  As a control, the survey also collected information on the use of sniffer dogs and manual contraband detection, and manual document inspection.

Border security requires different technology, as its purpose is to monitor large areas for illegal activities such as smuggling and infiltration (and sometimes exfiltration) of undocumented persons, terrorists or military forces away from recognized points of entry.  Use of technologies such as barriers, lighting, and heat/motion sensors was surveyed.  Technologies used for patrolling, ranging from aircraft and maritime patrol vessels, to equipment used by individuals carrying out land patrols were surveyed. 

A matrix was designed to record the information collected and to provide a guide for interviews and faxed requests for information.  As can be seen in Figure 1 below, the matrix lists general categories of technology types under “point of entry” and “border security.”  These categories are then broken out into categories that list technology types used for similar purposes.

Sources of Information
All countries attempt to strike a balance between revealing or permitting research on technology used to control and monitor entry and keeping information on how specific systems work from the public.  Publicizing information may indeed have a deterrent effect, but no government wants criminals or illegal immigrants to know everything about what is being used, how it operates and, by implication, how to counter that technology and its detection.  Consequently, open-source information that a particular type of technology is in use in a particular country is often available, but detailed and specific information about where the technology is deployed, and how it works is not.  A serious effort was made to include a wide range of countries, by region and level of political and economic development.

The information sources listed below were surveyed, and relevant data were entered into the matrix as appropriate.  The completed matrix, listing the countries surveyed and the technology used, is included as an annex to the report.

· International organization web sites/documents (United Nations, International Maritime Organization, International Civil Aviation Organization, INTERPOL, European Union, ASEAN and OAS).

· Foreign government web sites.

· US diplomatic personnel in over 20 countries.

· US government web sites/documents.

· High technology manufacturers’ web sites/documents.

· Foreign media sources.

· Academic papers.

· Advocacy group web sites.

· International defense publications.

· Listservs and specialized virtual libraries.

Figure 1: Sample Matrix Used For Information Collection
	Country->
	
	
	
	
	

	Point of Entry
	

	Contraband Detection
	
	
	
	
	

	X ray
	
	
	
	
	

	Chemical
	
	
	
	
	

	Magnetic
	
	
	
	
	

	Manual/Dog
	
	
	
	
	

	Biometric
	
	
	
	
	

	Fingerprint
	
	
	
	
	

	Facial Scan
	
	
	
	
	

	Iris Scan
	
	
	
	
	

	+Record Check
	
	
	
	
	

	Manual
	
	
	
	
	

	Automated
	
	
	
	
	

	Border Security
	

	Barrier
	
	
	
	
	

	Fencing
	
	
	
	
	

	Lights
	
	
	
	
	

	Heat/Motion Sensors
	
	
	
	
	

	+Patrol
	
	
	
	
	

	Air/Sea/Land
	
	
	
	
	

	Radar
	
	
	
	
	

	Night Vision
	
	
	
	
	

	Communication
	
	
	
	
	

	Other
	
	
	
	
	


The listed sources provided information on 46 countries and their use of technology on their borders and points of entry.  These countries are broken out into the following regional and political subgroups:

· Western Europe (13): Austria, Denmark, Finland, France, Germany, Iceland, Italy, Netherlands, Norway, Portugal, Spain, Sweden, United Kingdom.

· East Asia, South Asia, and the Pacific (7): Australia, China, India, Japan, Korea, Papua/New Guinea, Singapore.

· Former Soviet States/Central Asia (11): Armenia, Bulgaria, Czech Republic, Estonia, Hungary, Latvia, Poland, Russia, Slovakia, Tajikistan, Ukraine.

· The Americas/Caribbean (5): Argentina, Canada, Dominican Republic, Mexico, Surinam.

· Middle East/Africa (10): Cameroon, Egypt, Ghana, Israel, Jordan, Malawi, Mauretania, Swaziland, Syria, Turkey.

These countries were chosen on the basis of information available from the sources used.  It should be noted that information on border and point of entry technology is almost entirely lacking for some countries.

Survey Results
Border Security Technology Used in the Countries Surveyed
Of the 46 countries surveyed, 42 have at least one land border onto another country.  Thirty-eight of the countries have access to the sea.  Five other countries, while landlocked, have a major river or lake as a border.

All countries that have access to the sea have some kind of naval or coastguard (sometimes both) presence.  Larger vessels are equipped with search radar technology; all vessels are equipped with radio technology.  Coast guard missions encompass anti-smuggling activity, fishery protection, search and rescue, pollution monitoring.

Land borders between European Union members have no barriers or active patrols along the border.  Six of the countries surveyed meet these conditions.

Twenty-two of the countries surveyed are known to have land-based patrols along their borders. 

Some of these patrols use vehicles to assist their activities, and most have access to radio technology to report their activities. Countries that have serious security concerns (Israel, Jordan, Korea) or have concerns about illegal immigration and adequate financial resources or foreign assistance (Austria, Germany, Estonia) equip their patrols with night vision technology.

Seven of the countries surveyed are known to have at least partial barriers (in the form of fences) along their frontiers.  Five of the countries surveyed also use floodlights, and two (Korea and Germany) use heat and/or motion sensors.  The number of countries using these technologies along some parts of their borders would most likely be higher, given more complete information.

Because of the distances covered by one unit, air patrols are an efficient method of monitoring land and sea borders.  Of the countries surveyed, 28 countries, including relatively underdeveloped countries such as Malawi, Papua New Guinea, and Surinam, used air patrols to monitor their borders.  Fixed wing aircraft ranging in size and complexity from purpose-built multi-engined jet or turboprop aircraft to converted civilian transport aircraft or single-engined recreational aircraft, are used.  Some countries also use helicopters.  Countries with access to the sea use maritime patrol aircraft to monitor shipping and pollution, and to carry out search and rescue and fishery protection missions.

All aircraft are equipped with radios.  Aircraft used for maritime surveillance are typically equipped with search radar.  Some of Italy’s surveillance aircraft are known to carry infrared surveillance technology.  Helicopter crew members may also use night-vision technology.

Point of Entry Technology Used in the Countries Surveyed
The bulk of the data collected on technologies used at points of entry is in the area of airport security, particularly in regard to inspecting the hand luggage of departing passengers, and inspecting the travel documents of arriving passengers.

Of the 46 countries surveyed, 23 of them x-ray the hand luggage of departing passengers, and deploy metal detection portals and/or hand-held metal detection devices at the departure gates. (Note that it is likely that almost all of the countries surveyed have this capacity at least in their major international airports.)  Some countries may use x-ray technology to screen luggage going into the cargo holds of departing aircraft.  It is not known to what extent cargo in freight aircraft is screened before departure.  Cargo in freight aircraft arriving at a point of entry is subject to the same procedures for clearing customs as cargo arriving via other modes of transportation. 

One exception appears to be Israel, which relies on interviews to pre-screen departing travelers on its national airline.  Those arousing suspicion are then subjected to a more rigorous manual search process.

Britain is reported to use x-ray technology to inspect incoming cargo containers in at least one of its ports. 

Passenger cruise ship terminals are mandated to have in place passenger, document, and cargo screening procedures and technologies.  To the extent that these procedures have been implemented, they no doubt resemble that of major international airports: metal detection portals and hand-held devices, x-ray technology, automated document screening systems, etc.

Canines and manual baggage searches are used by at least 21 of the countries studied.

Canines are also used to detect contraband in the luggage of incoming travelers. It can be assumed that all countries surveyed conduct manual searches of incoming passenger luggage to a greater or lesser degree as part of their customs procedure.  Chemical detection devices are used by five of the surveyed countries.

Biometric scanning technology is known to be used by 20 of the countries surveyed.  Eleven countries scan fingerprints for comparison to criminal record databases.  Twelve countries are reported to use facial scanning technology.  Nine countries use iris scanning devices.  

Iris scanning and hand geometry devices are most often deployed to allow passengers who agree to an extensive background check to bypass other, more time-consuming security procedures, or for access control for airport staff.  Israel’s Ben Gurion International Airport is pioneering an express passenger system for Israeli citizens and frequent travelers that uses hand geometry scanning technology.  

Facial recognition technology as deployed at Keflavik Airport in Iceland is used as a surveillance tool, to augment other, more intrusive security procedures.

Automated passport or identity document screening devices are used by at least 24 of the 36 countries initially surveyed. 

Canada has introduced a preapproved travel document that can be used to pass through land border crossings between Canada and the United States, even when the crossing facilities are not staffed.  The system, called CanPass, is installed at 22 rural border crossing sites.

Hamburg’s international airport recently introduced a “touchless” identity card scanning system for access control for airport employees.

Other technologies deployed at points of entry to detect contraband or illegal immigration include video surveillance cameras at border crossings (Finland), and a fiber optic viewer that can be inserted into a truck’s fuel tank to determine whether or not contraband is being smuggled (Sweden).  Many major airports also have closed circuit television and video monitoring systems in their arrival and departure halls.

Conclusions
Physical barriers along national borders are extremely costly to build and monitor effectively.  A country such as Israel, which faces an ongoing security threat, may find the resources to build a barrier with a full range of monitoring devices, but its frontier is relatively short, compared to a country such as India, which has large and often inhospitable frontiers, which are difficult to patrol and monitor.  Every country is aware that its territorial integrity and national existence in large part rests on its ability to police its land and sea borders, and to control its air space.  That is why the survey shows that even small and impoverished countries are obtaining the means to patrol their frontiers.

In the developed world, most–if not all–major international airports have in place technology for verifying identification, checking for criminal records, and inspecting incoming and outgoing luggage.  This technology will be continually refined and upgraded.

There are several areas that will trend toward new and increased uses of technology.  The stringent security checks that are now in place after the September 11 attacks have caused considerable delay in the processing of departing passengers at national and international airports.  A number of countries are introducing programs that allow travelers who have undergone a background check and identity verification process to pass through security without having to undergo a rigorous inspection process.  Iris scanning and hand geometry biometric technology is used to allow these travelers to verify their membership in this program, and to be processed through security in seconds.  Biometric and “touchless” ID card technology is now being introduced for access control to restricted areas for airport staff.

Facial scanning technology will play a larger role in supporting document and criminal record verification.  Its main advantage is that it can be used without the knowledge of those it monitors, who may have been able to obtain forged identity documents, but whose “mug” shots are in a database that facial scanning systems can access.

The most important part of the technology used for border and point of entry security remains those who must use it.  The best and newest technology extant is useless if the staff using it are untrained, over stressed, underresourced, careless, or corrupt.  Likewise if there is not regular maintenance and upgrading.

Annex A: Technology Used at National Borders/Points of Entry: Western Europe (13 countries)
	Region/Country
	Austria
	Denmark
	Finland
	France
	Germany
	Iceland
	Italy

	Point of Entry

	Contraband Detection

	X ray
	yes
	yes
	yes
	yes
	yes
	yes
	yes

	Chemical
	
	
	
	
	Co2 detectors/

human breath
	
	

	Magnetic
	yes
	yes
	yes
	yes
	yes
	yes
	yes

	Manual/Dog
	yes
	yes
	yes
	yes
	yes
	yes
	yes

	+Biometric

	Fingerprint/

Hand Geometry
	
	yes
	yes
	
	yes
	
	

	Facial Scan
	
	
	
	yes
	yes
	yes
	

	Iris Scan
	
	
	
	yes
	yes
	
	

	+Record Check
	
	
	
	
	
	
	

	Manual
	
	
	
	
	
	
	

	Automated
	yes (SIS)
	yes (SIS)
	yes (SIS)
	yes (SIS)
	yes (SIS)
	yes (SIS)
	yes (SIS)

	Border Security

	Barrier

	Fencing
	
	
	
	
	yes
	
	

	Lights
	
	
	
	
	
	
	

	Heat/Motion Sensors
	
	
	
	
	yes
	
	

	Patrol

	Air/Sea/Land
	land/air
	
	land, sea air
	helicopters
	land/sea/air patrols
	
	patrol boats, helicopters, UAVs

	Radar
	
	
	
	
	
	
	coastal radar

	Night Vision
	yes
	
	
	
	thermal imaging
	
	airborne infrared 

	Communication
	yes
	
	
	
	
	
	

	Other
	
	
	
	
	
	
	


	Country->
	Netherlands
	Norway
	Portugal
	Spain
	Sweden
	UK

	Point of Entry
	
	
	
	
	
	

	+Contraband Detection
	
	
	
	
	
	

	X ray
	yes
	yes
	yes
	yes
	yes
	x/gamma ray scanners

	Chemical
	
	
	
	
	
	

	Magnetic
	yes
	yes
	yes
	yes
	
	yes

	Manual/Dog
	yes
	yes
	yes
	yes
	Dogs
	yes

	+Biometric
	
	
	
	
	
	

	Fingerprint/

Hand Geometry
	
	yes
	
	
	fingerprint
	yes

	Facial Scan
	
	
	
	yes
	
	yes

	Iris Scan
	
	
	
	yes
	
	yes

	+Record Check
	
	
	
	
	
	

	Manual
	passport check
	
	
	
	
	

	Automated
	yes (SIS)
	yes (SIS)
	yes (SIS) 
	yes (SIS)
	yes (SIS)
	yes (SIS)

	Border Security
	
	
	
	
	
	

	+Barrier
	
	
	
	
	
	

	Fencing
	
	
	
	
	
	

	Lights
	
	
	
	
	
	

	Heat/Motion Sensors
	
	
	
	cameras reacting to heat
	
	

	+Patrol
	
	
	
	
	
	

	Air/Sea/Land
	
	Land, sea, air
	Border Guard
	helicopters, speedboats, border police
	Air/Sea Patrols
	Sea patrols

	Radar
	
	
	
	
	yes
	

	Night Vision
	
	
	
	infrared 
	infrared
	

	Communication
	
	
	
	radio
	radio
	

	Other
	
	video surveillance
	
	
	fiber optic viewers, video surveillance
	heartbeat sensors


Annex B: Technology Used at National Borders/Points of Entry: E. and S. Asia/Pacific (7 countries)
	Country->
	Australia


	China
	India
	Japan
	Korea
	Papua/New Guinea
	Singapore

	Point of Entry
	
	
	
	
	
	
	

	+Contraband Detection
	
	
	
	
	
	
	

	X ray
	yes
	yes
	
	yes
	yes
	
	yes

	Chemical
	yes
	yes
	
	
	
	
	

	Magnetic
	yes
	yes
	
	yes
	yes
	
	yes

	Manual/Dog
	yes
	yes
	
	yes
	yes
	
	yes

	+Biometric
	
	
	
	
	
	
	

	Fingerprint/

Hand Geometry
	
	yes (HK)
	
	
	fingerprint and hand 
	
	

	Facial Scan
	
	yes (HK)
	
	yes
	
	
	yes

	Iris Scan
	yes?
	
	
	yes
	yes
	
	

	+Record Check
	
	
	
	
	
	
	

	Manual
	yes
	
	
	
	
	
	

	Automated
	document reader, 

electronic travel auth. system
	
	
	
	
	
	document check

	Border Security
	
	
	
	
	
	
	

	+Barrier
	
	
	
	
	
	
	

	Fencing
	
	
	yes
	
	yes
	
	

	Lights
	
	
	yes
	
	yes
	
	

	Heat/Motion Sensors
	
	
	
	
	yes
	
	

	+Patrol
	
	
	
	
	
	
	

	Air/Sea/Land
	yes/yes/yes
	air
	yes/yes/yes
	
	yes/yes/yes
	air
	

	Radar
	yes
	
	
	
	yes
	yes
	

	Night Vision
	yes
	
	
	
	yes
	
	

	Communication
	yes
	
	
	
	
	radio
	

	Other
	
	
	
	
	
	
	


Annex C: Technology Used at National Borders/Points of Entry: Ex-Soviet States/Central Asia (11 countries)
	Country->
	Armenia
	Bulgaria
	Czech Rep.
	Estonia
	Hungary
	Latvia

	Point of Entry
	
	
	
	
	
	

	+Contraband Detection
	
	
	
	
	
	

	X ray
	
	
	yes
	
	
	

	Chemical
	
	Co2 detectors
	yes
	
	
	

	Magnetic
	
	
	yes
	
	
	

	Manual/Dog
	
	
	yes
	?
	
	dog training

	+Biometric
	
	
	
	
	
	

	Fingerprint
	
	
	
	
	
	

	Facial Scan
	
	
	
	
	
	

	Iris Scan
	
	
	
	
	yes
	

	+Record Check
	
	
	
	
	
	

	Manual
	yes
	
	yes
	document check
	
	yes

	Automated
	passport and document check
	passport and document check 
	yes
	
	passport and doc. check
	

	Border Security
	
	
	
	
	
	

	+Barrier
	
	
	
	
	
	

	Fencing
	
	
	partial
	
	
	

	Lights
	
	
	yes
	
	
	

	Heat/Motion Sensors
	
	
	partial
	
	
	

	+Patrol
	
	
	
	
	
	

	Air/Sea/Land
	land
	land/sea
	land
	air
	land
	land/sea/air 

	Radar
	
	yes
	
	boats/radar
	
	

	Night Vision
	
	yes
	yes
	border patrols

illegal crossing indicators
	
	

	Communication
	
	
	yes
	YES
	
	

	Other
	
	gps system
	
	infrared camera
	
	


	Country->
	Poland
	Russia
	Slovakia
	Tajikistan
	Ukraine

	Point of Entry
	
	
	
	
	

	+Contraband Detection
	
	
	
	
	

	X ray
	
	
	
	yes
	

	Chemical
	
	
	
	
	

	Magnetic
	
	
	
	yes
	

	Manual/Dog
	
	
	
	
	

	+Biometric
	
	
	
	
	

	Fingerprint/ 

Hand Geometry
	
	
	
	
	

	Facial Scan
	
	
	
	
	

	Iris Scan
	
	
	
	
	

	+Record Check
	
	
	
	
	

	Manual
	yes
	
	
	
	

	Automated
	yes
	
	
	yes
	document reader 

	Border Security
	
	
	
	
	

	+Barrier
	
	
	
	
	

	Fencing
	
	
	
	yes (partial)
	

	Lights
	
	
	
	yes
	

	Heat/Motion Sensors
	
	
	
	
	

	+Patrol
	
	
	
	
	

	Air /Sea/Land
	air/land patrols
	yes/yes/yes
	land border patrol
	air/sea/land
	

	Radar
	
	yes
	
	yes (radio/land lines)
	

	Night Vision
	
	
	
	
	

	Communication
	short wave radio
	radio
	
	
	

	Other
	
	
	
	
	


Annex D: Technology Used at National Borders/Points of Entry: The Americas/Caribbean (5 countries)
	Country->
	Argentina
	Canada
	Dominican Republic
	Mexico
	Surinam

	Point of Entry
	
	
	
	
	

	+Contraband Detection
	
	
	
	
	

	X ray
	
	yes
	
	
	

	Chemical
	
	potassium 
	
	
	

	Magnetic
	
	yes
	
	
	

	Manual/Dog
	
	yes
	
	
	

	+Biometric
	
	
	
	
	

	Fingerprint/

Hand Geometry
	
	yes
	
	
	

	Facial Scan
	
	yes
	yes
	yes
	

	Iris Scan
	
	yes
	
	
	

	+Record Check
	
	
	
	
	

	Manual
	
	
	
	yes
	

	Automated
	
	 pre-screens frequent travelers 
	passport and doc. check
	
	

	Border Security
	
	
	
	
	

	+Barrier
	
	
	
	
	

	Fencing
	
	
	
	
	

	Lights
	
	
	
	
	

	Heat/Motion Sensors
	
	
	
	
	

	+Patrol
	
	
	
	
	

	Air/Sea/Land
	air/land
	air/sea
	
	air
	air

	Radar
	
	
	
	
	yes

	Night Vision
	
	
	
	
	

	Communication
	radio
	police radio comm. System
	
	yes
	yes

	Other
	
	cctv
	
	
	


Annex E: Technology Used at National Borders/Points of Entry: Middle East/Africa (10 countries)
	Country->
	Cameroon
	Egypt
	Ghana (http://www.gcaa.com.gh/marketing.htm)
	Israel
	Jordan

	Point of Entry
	
	
	
	
	

	+Contraband Detection
	
	
	
	
	

	X ray
	
	
	yes
	
	yes

	Chemical
	
	
	
	
	

	Magnetic
	
	
	yes
	
	yes

	Manual/Dog
	
	
	yes
	yes
	yes

	+Biometric
	
	
	
	
	

	Fingerprint
	
	fingerprint and hand biometric
	
	yes
	

	Facial Scan
	
	
	
	yes
	

	Iris Scan
	
	
	
	
	

	+Record Check
	
	
	
	
	

	Manual
	
	
	
	
	

	Automated
	
	
	
	
	yes

	Border Security
	
	
	
	
	

	+Barrier
	
	
	
	
	

	Fencing
	
	
	
	yes
	yes (limited)

	Lights
	
	
	
	yes
	yes (limited)

	Heat/Motion Sensors
	
	
	
	
	

	+Patrol
	
	
	
	
	

	Air/Sea/Land
	air
	
	
	yes
	land/air

	Radar
	
	
	
	yes
	

	Night Vision
	
	
	
	yes
	yes (limited)

	Communication
	yes
	
	
	
	yes (radio/mobile)

	Other
	
	
	
	
	u/v false documen detectiont


	Country->
	Malawi
	Mauretania
	Swaziland
	Syria
	Turkey

	Point of Entry
	
	
	
	
	

	+Contraband Detection
	
	
	
	
	

	X ray
	
	
	
	
	

	Chemical
	
	
	
	
	

	Magnetic
	
	
	
	
	

	Manual/Dog
	
	
	
	
	

	+Biometric
	
	
	
	
	

	Fingerprint
	
	
	
	
	

	Facial Scan
	
	
	
	
	

	Iris Scan
	
	
	
	
	

	+Record Check
	
	
	
	
	

	Manual
	
	
	
	
	

	Automated
	
	
	
	
	document reader 

	Border Security
	
	
	
	
	

	+Barrier
	
	
	
	
	

	Fencing
	
	
	
	
	

	Lights
	
	
	
	
	

	Heat/Motion Sensors
	
	
	
	
	

	+Patrol
	
	
	
	
	

	Air/Sea/Land
	air
	air
	air
	land
	Border Police

	Radar
	
	
	
	
	

	Night Vision
	
	
	
	
	

	Communication
	yes
	radio
	yes
	
	

	Other
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